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Die niederschmetternde Diagnose: Europa als digitaler 
Lemming 

Status Quo 2026: 

🇺🇸 USA: Kontrolliert Social Media (Twitter→X, Facebook, Instagram, TikTok ist 
chinesisch) 

🇨🇳 China: Baut eigene Ökosysteme, exportiert sie global (WeChat, Douyin) 

🇪🇺 Europa: Nutzt amerikanische Plattformen und beschwert sich über Datenschutz 

 



 

Europas Standard-Reaktion: 

1. Ignorieren (Phase 1) 
2. Empörung (Phase 2) 
3. Regulierung (Phase 3) 
4. Zu spät (Phase 4) ← Wir sind hier! 

Beispiele: 

● Suchmaschinen: Google dominiert → EU macht... Kartellverfahren 
● Cloud: AWS/Azure/Google dominieren → EU macht... Gaia-X (Fail) 
● Social Media: US-Firmen dominieren → EU macht... DSA (Regulierung, keine 

Alternative) 
● KI: OpenAI/Google dominieren → EU macht... AI Act (Regulierung, keine 

Innovation) 
 

Muster: Europa reguliert, aber baut nichts. 

Warum passiert das? 

KONTEXT: Die Lage ist schlimmer als gedacht! 

Bluesky wächst mit 20 Mitarbeiter*innen - aber Europa hat immer noch kein eigenes, 
effektives Microblogging-Netz: 

● Januar 2026: 40-42M Nutzer (exponentielles Wachstum seit Nov 2024) 
● Wachstum: ~1,4M neue User pro Monat (aktuell), Spitzenwert 5M/Monat (Sept-

Nov 2024) 
● ABER: 99% der Europäer wissen nicht mal, dass Bluesky existiert! 
● Prognose: 50M bis Sommer 2026, 80-100M bis Ende 2026 
● Chance wird verpasst: AT Protocol liegt bereit, Europa ignoriert es! 

 

NOCH KRITISCHER: Meta kolonisiert Mastodon via Threads! 

● Meta's Threads: 450M MAU (Monthly Active Users), 141,5M tägliche mobile 
Nutzer (Januar 2026) 

● DAS IST 10X GRÖSSER ALS BLUESKY und 90x größer als Mastodon! 
● Verwendet ActivityPub (Mastodon-Protokoll) - "Mastodon ist gute Idee, Threads 

 



 

ist bessere Ausführung!" 
● Zielgruppe: Europäische Mastodon-User 
● Klassisches "Embrace, Extend, Extinguish": 
1. Embrace: "Meta ist jetzt Teil des Fediverse! ActivityPub!" 
2. Extend: "Unsere Features sind besser (Instagram-Integration, mehr Reichweite...)" 
3. Extinguish: Mastodon wird irrelevant, Meta dominiert das "dezentrale" Netzwerk 

 

Europa's dreifaches Versagen: 

1. Zu faul für X-Exit: Bleiben trotz Fakenews, weil Bequemlichkeit 
2. Zu träge für Bluesky: Haben es nicht mal bemerkt, obwohl Jay Graber WILL, dass 

Europa mitmacht 
3. Fallen bereitwillig "Aut Zuck aut nihil" zum Opfer: Threads als einzige Alternative 

wahrgenommen 
 

Zeitfenster für EU-Alternative: 6-12 Monate - für BEIDE Probleme! 

● Meta verschlingt Mastodon (wenn Europa nichts tut) 
● Bluesky-Chance verpasst (wenn Europa weiter pennt) 
● EuroSky kann BEIDES lösen: AT Protocol nutzen (Bluesky's Geschenk!) + Meta-

Übernahme verhindern! 
 

Und trotz dieser DOPPELTEN DRINGLICHKEIT... 

1. Reaktive statt proaktive Politik 

● EU bewegt sich nur bei Krisen (Trump, Skandale, China-Bedrohung) 
● Keine strategische Tech-Vision 
● "Digital Sovereignty" als Buzzword, nicht als Strategie 

 

2. Bürokratische Lähmung 

● 27 Mitgliedstaaten, Konsens unmöglich 
● Nationale Eitelkeiten ("Warum soll Paris mit Berlin kooperieren?") 
● Jahre für Entscheidungen 

 



 

 

3. Tech-Inkompetenz der Entscheider 

● Politiker, die Internet nicht verstehen 
● "Das Internet ist für uns alle Neuland" (Merkel 2013) – gilt heute noch! 
● Berater sind Lobbyisten oder Theoretiker 

 

4. Fehlende Risikobereitschaft 

● Angst vor Fehlern → Nichts wagen 
● "Innovation durch Regulierung" funktioniert nicht 
● Startup-feindliches Klima 

 

5. Die AI-Revolution, die keiner sieht 

● Dario Amodei (Anthropic CEO), Januar 2026 (Davos): Warnung vor "powerful AI 
systems" mit Nobel-Prize-Level-Fähigkeiten bereits Ende 2026 oder Anfang 2027 
- also in weniger als einem Jahr 

● Anthropic's offizielle Position: "Country of geniuses in a datacenter" - Millionen 
von AI-Instanzen, jede auf Superhuman-Level 

● "The Adolescence of Technology" (Jan 2026): "We are likely less than a year 
away from models performing the end-to-end tasks of a senior software 
engineer" 

● Das bedeutet: Nicht in 3-4 Jahren, sondern JETZT - AI-gesteuerte Inhalte, 
Deepfakes, algorithmische Manipulation erreichen bereits 2026-2027 ein völlig 
neues Level 

● Europa's Reaktion: ... Grillenzirpen ... 
● Kein Zufall: Die Länder mit führenden AI-Unternehmen (USA, China) werden auch 

Social Media dominieren 
● EuroSky-Relevanz: Wer Social Media Infrastruktur kontrolliert, kontrolliert die AI-

gesteuerte Öffentlichkeit der Zukunft (s.a. AFD-Erfolge) - und diese Zukunft ist 
NICHT in Jahren, sondern in MONATEN 

 

Das perfekte Sturm-Szenario: 

● Trotz Twitter-Kaperung von Elon Musk und der Umwandlung in sein rechtes 
 



 

Sprachrohr bleibt X in Europa das führende Microblogging-Netzwerk 
● Threads absorbiert europäisches Mastodon (Meta-Kontrolle) - zusammen mit 

Insta und Facebook: "Aut Zuck aut nihil"! 
● AGI verändert fundamental, WIE Social Media funktioniert 
● Europa hat bei ALLEN drei Entwicklungen NULL Mitsprache! 

 

Window of Opportunity schließt sich NICHT in Jahren, sondern MONATEN: 

● Social Media: 6-12 Monate 
● AGI-Integration: 2-3 Jahre 
● Wer jetzt keine Infrastruktur baut, hat später keine Basis für AI-sichere Social 

Media! 
 

Ergebnis: Europa ist digitale Kolonie der USA (und bald Chinas). 

Die Gelegenheit: Bluesky als Geschenk 

Warum AT Protocol PERFEKT für Europa ist: 

1. Es ist Open Source! 

✅ Kein Vendor Lock-in 

✅ EU kann eigene Infrastruktur bauen 

✅ Buzzword-Bingo: "Open Standards", "Interoperabilität" 

2. Es ist föderiert (genug)! 

✅ Keine Staatsplattform ("EU-Twitter" wäre PR-Desaster) 

✅ Unis, Medien, NGOs können mitmachen 

✅ Demokratisch genug für EU-Rhetorik 

3. Es ist zentralisiert (genug)! 

 



 

✅ Nicht Nostr-Chaos (niemand versteht das) 

✅ Große Hubs (Norwegen, Dänemark, Frankreich) möglich 

✅ Kontrollierbar für Bürokraten 

4. Es ist kompatibel mit US-Bluesky! 

✅ Nicht isoliert (wie Gaia-X) 

✅ EU-Nutzer können mit US-Nutzern kommunizieren 

✅ Aber: EU-Daten bleiben in EU 

✅ Zwei Beine stehen sicherer als eines: Wenn ein Server abgeschaltet wird, kann man 
(e)migrieren. 

5. DSGVO-konform by Design möglich! 

✅ Keine US-Server, keine NSA 

✅ did:web statt plc.directory (kein Single Point of Failure in Seattle) 

✅ Vorzeigeprojekt für "Privacy by Design" 

Das ist die perfekte Storm-Kombination für EU-Bürokraten: 

● Souveränität ✅ 
● Open Source ✅ 
● Föderiert ✅ 
● DSGVO ✅ 
● Nicht zu radikal ✅ 

 

UND TROTZDEM MACHT NIEMAND WAS! 🤦 

Die WIRKLICHE Bedrohung: Meta kolonisiert, Europa 
schläft 

 



 

Die Lage ist NICHT "Bluesky vs. Threads vs. Europa"! 

Die Lage ist: 

1. Meta KOLONISIERT aktiv (Threads übernimmt Mastodon) 
2. Bluesky BIETET Hilfe (Jay Graber WILL föderierte Infrastruktur!) 
3. Europa IGNORIERT beides (pennt weiter) 

Das offene Angebot der Federation (das Europa ignoriert) 

Das AT Protocol ist EXPLIZIT für genau diesen Use Case designed: 

● Federated hosting: Jeder kann eigene Server betreiben 
● Account portability: User können Server wechseln ohne Identität/Daten zu 

verlieren 
● Open Source: Komplette Technologie frei verfügbar 
● Interoperabilität: EU-Server könnten mit Bluesky's Netzwerk föderieren 

 

Jay Graber's dokumentierte Vision (GeekWire, Dec 2025): 

Sie vergleicht das AT Protocol mit historischen Infrastrukturen wie Universitäten und 
akademischen Journals nach der Druckerpressen-Revolution: "We have to build new 
institutions that make use of everyone having access to the internet." Das AT Protocol 
soll genau diese Grundlage sein - offen für Institutionen, Universitäten, und andere 
Organisationen. 

Was technisch JETZT möglich wäre: 

● Technische Dokumentation vollständig öffentlich (atproto.com) 
● AT Protocol ist Open Source - KOSTENLOS für Europa 
● Föderation mit Bluesky's Netzwerk (40-42M User als Startpunkt!) 
● Keine Lizenzgebühren, keine Vendor Lock-ins 
● Bluesky hat Federation im Februar 2024 geöffnet 

 

Das Crazy: Europa könnte HEUTE: 

1. AT Protocol nehmen (Open Source, gratis) 
2. Eigene Server/Relays bauen (DSGVO-konform) 

 



 

3. Mit Bluesky föderieren (40-42M User Netzwerkeffekt!) 
4. Eigene Governance (EU-Regeln) 

ABER: Stattdessen pennt Europa, bis: 

● Bluesky zu groß ist (Netzwerkeffekte uneinholbar) 
● Threads Mastodon aufgesaugt hat (Alternative tot) 
● Dann DSA 3.0: Regulierung statt Alternative 

 

Das ist als ob: 

● Tesla Open Source E-Auto-Technologie anbietet 
● Die Baupläne liegen öffentlich aus 
● Europa ignoriert's 
● Dann jammert, dass alle Tesla fahren 
● Und versucht, Tesla zu regulieren (statt mit den Bauplänen eigene zu bauen) 

 

Die Technologie liegt bereit. Die Dokumentation ist da. Die Föderation funktioniert. 

Europa's Reaktion:Grillenzirpen 

---3. Europa PENNT (zu faul für X-Alternative, Mastodon marginal, Bluesky unbekannt) 

Threads: Der perfekte Coup 

Die Zahlen: 

● Threads: 450M MAU (Monthly Active Users), 141,5M täglich mobile Nutzer 
(Januar 2026) 

● Das ist 10x größer als Bluesky! Meta hat die Größenordnung völlig unterschätzt! 
● Wachstum: Explosiv (Meta's Infrastruktur + Instagram-Integration + 2 Milliarden 

Instagram-Nutzer als Quelle) 
● Europäische Präsenz: Stark (Instagram-Verbreitung in EU hoch) 

 

Die Strategie (klassisches Microsoft-Playbook): 

Phase 1: Embrace ✅ Läuft bereits 

 



 

● "Wir sind jetzt Fediverse!" (ActivityPub-Integration) 
● "Wir unterstützen Dezentralisierung!" 
● "Schaut, wir sind die guten!" 

 

Phase 2: Extend ⚠️ Beginnt gerade 

● Bessere Features als Mastodon (Instagram-Integration, größere Reichweite) 
● Einfacherer Onboarding (Ein-Klick via Instagram) 
● Mehr Content Creators (weil mehr Reichweite) 

 

Phase 3: Extinguish 🎯 Kommt 2026-2027 

● Mastodon wird irrelevant (alle sind auf Threads) 
● ActivityPub de facto von Meta kontrolliert 
● "Dezentralisierung" = Meta's Infrastruktur + ein paar Hobby-Server 

 

Was Europa verliert: 

● Die Mastodon-Alternative (tot oder irrelevant) 
● Kontrolle über dezentrale Standards (Meta übernimmt ActivityPub) 
● Letzte Chance auf Social Media Souveränität 

 

Was Meta gewinnt: 

● Legitimität ("Wir sind dezentral!") 
● Europäische Nutzer (via Mastodon-Kolonisierung) 
● Kontrolle über "offene Standards" (via Dominanz) 

 

Das Perfide: 

● ActivityPub bleibt "open" 
● Aber praktisch irrelevant (wie HTML im IE6-Zeitalter) 
● Meta kann sagen: "Wir sind die guten, wir nutzen offene Standards!" 
● Aber: De facto Kontrolle durch Marktmacht 

 



 

 

Und Europa? 

● Feiert Threads als "Alternative zu X" 
● Merkt nicht, dass Meta gerade Mastodon killt 
● Hat dann NULL Alternativen mehr 

Die Lösung: EuroSky als Rettung (für beide Probleme!) 

Was ist EuroSky? 

Nicht: Eine weitere social media Plattform 

Nicht: "EU-Twitter" 

Nicht: Gaia-X 2.0 

Sondern: Eine föderierte AT-Protocol-Infrastruktur unter EU-Kontrolle 

Kernidee: 

1. Europa hostet eigene AT Protocol Server (PDSs, Relays, AppViews) 
2. EU-Bürger nutzen EU-Server (Daten bleiben in EU) 
3. Aber: Kompatibel mit globalem Netzwerk (können mit Bluesky-Usern 

kommunizieren) 
4. Governance: Europäisch (DSGVO by design, demokratische Kontrolle) 

 

Das ist wie: 

● Email: Jeder kann eigenen Server betreiben, aber alle können miteinander 
kommunizieren 

● Web: Jeder kann Website hosten, aber alle sind verbunden 
● Telefon: Jedes Land hat Netz, aber alle können miteinander telefonieren 

 

ABER im Gegensatz zu Email/Web: 

● Moderne Social Media Features (Algorithmen, Feeds, Discovery) 

 



 

● User-friendly (nicht nur für Nerds) 
● Zentral genug für Governance (nicht Chaos wie Mastodon) 

Warum JETZT handeln? (Das Fenster schließt sich!) 

Die Timeline des Scheiterns (wenn Europa nichts tut) 

Q1 2026 (JETZT): 

● Bluesky: 40-42M User 
● Threads: 450M MAU 
● Mastodon: ~10M User (noch relevant) 
● Europäische Chance: OFFEN ✅ 

 

Q3 2026: 

● Bluesky: 60-80M User (Netzwerkeffekte verstärken sich) 
● Threads: 500M+ MAU (Meta schluckt Mastodon-Community) 
● Mastodon: 8M User (Exodus zu Threads beginnt) 
● Europäische Chance: SCHLIESSEND ⚠️ 

 

Q4 2026: 

● Bluesky: 80-100M User (kritische Masse erreicht) 
● Threads: 600M+ MAU (Meta dominiert "dezentrales" Netzwerk) 
● Mastodon: 5M User (nur noch Nische) 
● Europäische Chance: VERPASST ❌ 

 

2027: 

● Bluesky: 150-200M User (etabliert als X-Alternative) 
● Threads: 800M+ MAU (ActivityPub de facto Meta-Protokoll) 
● Mastodon: irrelevant 
● Europa: Null Alternativen, zurück zu "Regulierung statt Innovation" 

 



 

Die Kosten des Nicht-Handelns 

Direkte Kosten: 

● GDPR-Strafen: €4+ Milliarden (bisher), weiter steigend 
● Compliance-Kosten: Milliarden (Unternehmen müssen US-Regeln folgen) 
● Lock-in-Kosten: Keine Alternative, keine Verhandlungsmacht 

 

Indirekte Kosten: 

● Demokratie-Risiko: US-kontrollierte Plattformen in europäischen Wahlkämpfen 
● Zensur-Risiko: US-Regierung kann Zugang sperren (wie bei TikTok-Debatte) 
● Innovation-Verlust: Keine europäische Tech-Kompetenz 
● Brain Drain: Talente gehen in die USA 

 

Strategische Kosten: 

● Digitale Kolonie: Permanent abhängig von USA (und China) 
● Keine Souveränität: In Krisen (Handelskrieg, Sanktionen) schutzlos 
● AGI-Zeitalter: Keine Kontrolle über KI-gesteuerte Öffentlichkeit 

 

Opportunitätskosten: 

● Tech-Leadership verpasst (wie bei Cloud, wie bei KI) 
● Export-Chance verpasst (globaler Süden sucht Alternativen!) 
● Standard-Setting verpasst (andere setzen Regeln) 

Die Kosten: Weniger als ein Satellitenprojekt! 

Realitätscheck: Was kostet das WIRKLICH? 

Phase 1: Proof of Concept (6 Monate) 

● Budget: €1-2 Millionen 
● Ziel: 3-5 Universitäten, 5.000-10.000 User 

 



 

● Finanzierung: Bestehende Horizon Europe Fonds 

Phase 2: Pilot (12 Monate) 

● Budget: €5-10 Millionen 
● Ziel: 20 Institutionen, 100.000 User 
● Finanzierung: Digital Europe Programme 

Phase 3: Scale-up (24 Monate) 

● Budget: €50-100 Millionen 
● Ziel: 100+ Institutionen, 5-10 Millionen User 
● Finanzierung: Öffentlich-private Partnerschaft 

Vergleich (Perspektive!) 

Wikipedia (erfolgreicher als EuroSky es je sein muss): 

● Budget: ~€165M/Jahr (FY2024: Revenue €185M, Expenses €178M) 
● Betreibt: Top-10 globale Website 
● Nutzer: 4+ Milliarden unique visitors/Monat 
● Das ist 100x größer als EuroSky-Ziel! 

 

Realistische EuroSky-Kosten (wenn Wikipedia-Modell): 

● Ziel: 10M User (vs. Wikipedia's 4B visitors) 
● Kosten: ~€10-20M/Jahr (für vergleichbare Qualität) 
● Das ist DEUTLICH günstiger als Satelliteninfrastruktur! 

 

Andere EU-Projekte zum Vergleich: 

● Gaia-X: €4 Milliarden (FAIL) 
● Google GDPR-Fines: €4+ Milliarden (ongoing) 
● Galileo: €22+ Milliarden (Satelliten-Navi) 

 

EuroSky: €50-100M für Scale-up = 0.001% von Galileo! 

 



 

Die Frage ist nicht "Können wir es uns leisten?" 

Die Frage ist: "Warum machen wir es nicht?" 

Die EuroSky-Vision: Konkret 

Architektur (vereinfacht) 

 

 



 

EuroSky Federation Architecture: 

● Global Network: Fully interoperable with Bluesky and other AT Protocol servers 
● Relays: Norwegian (Oslo), French (Paris), Danish (Copenhagen), and other 

national hubs 
● PDSs: Universities (Oslo, Copenhagen, Sorbonne, ETH...), Media (NRK, DR, 

ARD/ZDF, France24...), NGOs (Wikimedia, Mozilla, Vivaldi...) 
● Governance: Oslo headquarters (Norway) + Copenhagen EU office (Denmark) 
● Hosting: EU/EEA territory, GDPR-compliant 
● Data sovereignty: EU data stays on EU servers, fully portable 

Wer betreibt was? 

Personal Data Servers (PDSs): 

● Universitäten (für Studenten, Forscher) 
● Medien (NRK, DR, ARD/ZDF, France24, El País...) 
● NGOs (Wikimedia Norway, Mozilla Europa, Vivaldi Social...) 
● Unternehmen (optional, für Mitarbeiter) 

 

Relays (Aggregation): 

● Nationale Forschungsnetzwerke (Uninett/SIKT Norway, DeIC Denmark, RENATER 
France, SURFnet Netherlands...) 

● Große Unis mit Infrastruktur (Oslo, Copenhagen, ETH, Sorbonne, Oxford...) 
● Vivaldi (as technical partner) 

 

AppViews (User Interface): 

● Open Source Community (wie Bluesky.social) 
● Medien (eigene Apps für Journalisten) 
● Spezial-Apps (Academia-fokussiert, News-fokussiert...) 

 

Governance: 

● EuroSky e.V. (Non-Profit) 
● Vorstand: Vertreter aus Unis, Medien, NGOs, EU 

 



 

● Finanzierung: EU-Gelder + Institutionen + (später) Nutzer-Beiträge 

Warum das funktionieren kann 

1. Technologie ist ready 

● AT Protocol ist stabil (Bluesky beweist das mit 40-42M Usern) 
● Open Source (komplette Dokumentation, Code verfügbar) 
● Federation funktioniert (seit Feb 2024 geöffnet) 
● Skaliert (Bluesky hat exponentielles Wachstum gemeistert) 

2. Timing ist perfekt 

● Bluesky noch klein genug (40-42M, nicht 500M) 
● X-Exodus in vollem Gange (Trump, Musk, Nazis...) 
● Threads noch nicht dominant (ActivityPub-Chance noch offen) 
● EU-Regulierung schafft Druck (DSA macht US-Plattformen teuer) 

3. Politischer Wille existiert (theoretisch) 

● "Digital Sovereignty" ist EU-Priorität 
● Ukraine/Russia-Krise zeigt Abhängigkeiten 
● Trump 2.0 macht transatlantische Beziehung unsicher 
● China-Competition drängt EU zum Handeln 

4. Finanzierung ist da 

● Horizon Europe: €95 Milliarden Budget (2021-2027) 
● Digital Europe Programme: €7,5 Milliarden 
● EuroSky: €50-100M = Rundungsfehler im EU-Budget 
● Könnte auch via ESA/EIT (bestehende Strukturen) laufen 

5. Expertise ist da 

● Unis haben Tech-Kompetenz (CERN erfand Web!) 
● Forschungsnetzwerke haben Infrastruktur (DFN, RENATER...) 
● Europa hat brillante Entwickler (nur keine Plattformen!) 

 



 

6. User-Bedarf ist da 

● Akademiker wollen Alternativen (Twitter-Exodus) 
● Journalisten brauchen neutrale Plattformen 
● NGOs suchen DSGVO-konforme Lösungen 
● Bürger haben genug von US-Big-Tech 

Die Stolpersteine (ehrlich!) 

Technische Herausforderungen 

● Skalierung: Relay-Infrastruktur muss performen 
● Moderation: Content Moderation in föderiertem System 
● Spam/Abuse: Dezentrale Systeme anfällig für Missbrauch 
● UX: Muss so einfach sein wie Instagram (nicht wie Mastodon!) 

 

Lösbar? Ja, Bluesky zeigt wie. 

Politische Herausforderungen 

● 27 Mitgliedstaaten: Konsens schwer (aber: Nur wenige müssen mitmachen!) 
● Nationale Eitelkeiten: Frankreich vs. Deutschland vs. ... 
● Bürokratie: EU-Entscheidungen dauern ewig 

 

Lösbar? Teilweise. Bottom-up Ansatz (Unis starten, EU folgt). 

Finanzielle Herausforderungen 

● Langfristige Finanzierung: Nach Pilot-Phase? 
● Konkurrenz mit "gratis": User zahlen nichts für Instagram/X 
● Operational Costs: Server, Bandbreite, Personal 

 

Lösbar? Wikipedia-Modell (Spenden + institutionelle Träger). 

 



 

Soziale Herausforderungen 

● Netzwerkeffekte: "Alle meine Freunde sind auf Instagram" 
● User Trägheit: Menschen wollen nicht wechseln 
● Marketing: Wie gewinnt man User ohne Milliarden-Budget? 

 

Lösbar? Schrittweise. Unis/Medien als Anker, dann organisch. 

Der Erfolgsplan 

Phase 1: Proof of Concept (Monate 1-6) 

Ziel: Zeigen, dass es technisch funktioniert 

Aktionen: 

1. Konsortium bilden: 5-7 Unis (Oslo, Copenhagen, Sorbonne, Leiden, Oxford, ETH, 
LMU?) 

2. Infrastruktur aufsetzen: PDSs bei Unis, Relays in Oslo/Copenhagen 
3. User onboarden: 5.000-10.000 (Studenten, Forscher) 
4. Federation testen: Mit Bluesky.social verbinden 
5. GDPR-Compliance: Audit durch Datenschutzbehörden 
6. Vivaldi-Partnership: Jon von Tetzchner als Strategic Advisor/Executive Director 

 

Budget: €1-2M (Horizon Europe) 

Success Metrics: 

● Technische Stabilität (99% Uptime) 
● User Satisfaction (>70% "würde weiterempfehlen") 
● GDPR-Konformität (grünes Licht von DPAs) 

Phase 2: Pilot (Monate 7-18) 

Ziel: Von Proof of Concept zu funktionierendem Netzwerk 

 



 

Aktionen: 

1. Expansion: 20 Institutionen (Unis, Medien, NGOs) 
2. Mehr Relays: Norwegen, Dänemark, Frankreich, Niederlande 
3. AppView Development: Europa-spezifische Features (GDPR, Multilingual) 
4. Marketing: Kampagne für "EU-Alternative" 
5. Governance: EuroSky Foundation (Oslo) offiziell gründen 

 

Budget: €5-10M (Digital Europe Programme) 

Success Metrics: 

● 100.000 aktive User 
● 20+ teilnehmende Institutionen 
● Medien-Coverage (positiv!) 
● Politische Unterstützung (EU-Parlamentsresolution?) 

Phase 3: Scale-up (Monate 19-42) 

Ziel: Von Pilot zu nachhaltiger Infrastruktur 

Aktionen: 

1. Massive Expansion: 100+ Institutionen 
2. Öffentliche Registrierung: Nicht nur Institutionen 
3. Mobile Apps: iOS/Android (poliert!) 
4. Content Discovery: Algorithmen, Trending, Moderation 
5. Sustainability: Finanzierungsmodell etablieren 

 

Budget: €50-100M (Mischung: EU-Gelder, institutionelle Träger, später Nutzer-Beiträge) 

Success Metrics: 

● 5-10 Millionen User 
● Selbsttragend (finanziell) 
● Politische Anerkennung (als EU-Infrastruktur) 
● Internationale Nutzung (Latein-Amerika, Afrika?) 

 



 

Was Europa JETZT tun muss 

Für EU-Kommission 

Sofort (Q1 2026): 

1. Machbarkeitsstudie beauftragen (via JRC oder DG CONNECT) 
2. Horizon Europe Call für föderierte Social Media Infrastruktur 
3. Budget reservieren (€10M für Pilot) 

 

Mittelfristig (Q2-Q3 2026): 

1. EuroSky in Digital Decade aufnehmen 
2. Politische Unterstützung organisieren (Parlamentsresolution) 
3. Internationale Kooperation (Schweiz, UK, Norwegen einbeziehen) 

Für Mitgliedstaaten 

Norwegen + Dänemark (Lead Jurisdictions): 

1. Nordic Initiative (Oslo + Copenhagen as CERN-style headquarters) 
2. National research networks (Uninett/SIKT, DeIC) aktivieren 
3. Vivaldi partnership (Jon von Tetzchner as Executive Director) 
4. Media engagement (NRK, DR as founding members) 

 

Frankreich: 

1. RENATER aktivieren (technical backbone) 
2. Medien einbinden (France24, public broadcasters) 
3. EU-Koordination (Liaison-Funktion) 

 

Niederlande, Skandinavien: 

1. Early Adopters (Tech-affine Länder vorangehen) 
2. Expertise (SURFnet hat Erfahrung mit föderierten Systemen) 

 



 

Für Universitäten 

Top-Unis (TU München, Sorbonne, Oxford, ETH...): 

1. Konsortium bilden (Letter of Intent) 
2. Infrastruktur committen (Server, Bandbreite, Personal) 
3. Horizon Europe Proposal einreichen 

 

Kleinere Unis: 

1. Später beitreten (nach Proof of Concept) 
2. Studenten motivieren (studentische Projekte) 

Für Medien 

Öffentlich-Rechtliche (ARD/ZDF, France24, BBC...): 

1. Eigene PDSs betreiben (für Journalisten) 
2. Advocacy (berichtet über EuroSky!) 
3. Finanzielle Beteiligung (Rundfunkbeitrag für Infrastruktur?) 

 

Private Medien: 

1. Testen (Journalisten als Early Adopters) 
2. Integration (Bluesky-artige Apps mit Medien-Focus) 

Für Zivilgesellschaft 

NGOs (Wikimedia, Mozilla, Digitale Gesellschaft...): 

1. Public Support (Kampagnen, Petitionen) 
2. Expertise (Governance, Privacy, Moderation) 
3. Advocacy (Druck auf Politik) 

 

Einzelpersonen: 

 



 

1. Bewusstsein schaffen (teilt dieses Memorandum!) 
2. Politiker kontaktieren (Emails, Briefe, Meetings) 
3. Early Adopter werden (wenn Pilot startet) 

TEIL II: THE SERIOUS VERSION 

Strategiepapier für Entscheidungsträger in EU-Institutionen 

Executive Summary: Europe faces a triple crisis in social media: (1) X/Twitter colonized 
by Musk as right-wing mouthpiece, (2) Meta colonizing Mastodon via Threads (450M 
MAU), and (3) the AGI revolution arriving in months, not years—Nobel-Prize-level AI by 
end 2026/early 2027. The window for action: 6-12 months for social media, 2-3 years 
for AI-resistant infrastructure. Without social media infrastructure NOW, no foundation 
for AI-safe platforms LATER. This document presents EuroSky: technically feasible, 
legally GDPR-compliant, financially viable (Wikipedia-scale costs). The choice: Act now 
or accept permanent "Aut Zuck aut nihil" (Zuckerberg or nothing). 

1. Strategic Context and Threat Analysis 

1.1 Current State of European Digital Sovereignty 

The European Union faces an unprecedented concentration of social media 
infrastructure under non-European control: 

Market Dominance: 

● Meta (Facebook/Instagram/Threads): 450M MAU on Threads alone (January 
2026), 3+ billion across all platforms 

● X (formerly Twitter): Post-Musk exodus ongoing, but still ~500M users 
● TikTok: Chinese-controlled, 1+ billion users, youth-dominated 
● YouTube: Google-controlled, video-focused but increasingly social 

European Presence: Near-zero meaningful infrastructure 

Regulatory Responses: 

● Digital Services Act (DSA): Compliance framework, not infrastructure 
● Digital Markets Act (DMA): Gatekeeper regulation, not alternatives 

 



 

● GDPR: Privacy protection, but relies on foreign compliance 
● AI Act: Risk-based regulation, no European AI infrastructure 

Pattern: Europe excels at regulation, fails at infrastructure creation. 

1.2 The Bluesky Opportunity Window 

Current Status (January 2026): 

● Registered users: 40-42 million (exponential growth since November 2024) 
● Growth rate: ~1.4M new users/month (current), peak 5M/month (Sept-Nov 2024) 
● Technology: AT Protocol (open source, federated) 
● Governance: Bluesky PBC (US-based, but protocol-independent) 
● Federation status: Opened February 2024 

 

Critical Timing Factor: 

Network effects follow power-law distribution. Once a platform reaches 50-100 million 
users, alternatives face exponentially higher barriers. Current window: 6-12 months 
before Bluesky achieves critical mass that makes European alternatives practically 
unviable. 

Comparison: 

● Twitter reached 100M users after ~4 years (2010) 
● Instagram reached 100M after ~2 years (2012) 
● Threads reached 100M after 5 days (2023, via Instagram integration) 
● Bluesky trajectory: 100M by end of 2026 (projected) 

 

Implication: If European infrastructure is not established by Q3 2026, the window closes 
permanently. 

1.3 The Meta Colonization Threat 

Threads' Strategic Position: 

● Users: 450 million MAU (January 2026) - 10x larger than Bluesky 
● Growth: Explosive via Instagram integration (2 billion potential users) 
● Protocol: ActivityPub (Mastodon/Fediverse) 

 



 

● European presence: Strong (Instagram penetration high in EU) 
"Embrace, Extend, Extinguish" Pattern: 

Phase 1 (Current): Embrace 

● Threads adopts ActivityPub: "We're part of the Fediverse!" 
● Positions Meta as supporter of open protocols 
● Attracts European users fleeing X/Twitter 

 

Phase 2 (2026): Extend 

● Superior features via Instagram integration 
● Better reach (algorithmic amplification) 
● Easier onboarding (one-click from Instagram) 

 

Phase 3 (2026-2027): Extinguish 

● Mastodon becomes irrelevant (user exodus to Threads) 
● Meta de facto controls ActivityPub implementation 
● "Decentralization" = Meta infrastructure + hobby servers 

 

European Loss: 

● Mastodon alternative: neutralized 
● Control over decentralized standards: lost 
● Last chance for social media sovereignty: missed 

 

Combined Threat: 

● Bluesky captures X-exodus (40-42M users, growing) 
● Threads captures Mastodon-exodus (450M users, dominant) 
● Europe has ZERO alternatives to either 

 

Window for action: 6-12 months for BOTH threats. 

 



 

1.4 The AGI Revolution Nobody Sees 

Dario Amodei (Anthropic CEO), January 2026 (Davos): 

● Warning: "Powerful AI systems" with Nobel-Prize-level capabilities by end 2026 or 
early 2027 

● Timeline: Less than one year away 
● Implications: AI-generated content, deepfakes, algorithmic manipulation reach 

entirely new level in 2026-2027 
 

Anthropic's Official Position: 

● "Country of geniuses in a datacenter" 
● Millions of AI instances, each at superhuman level 
● Not in 3-4 years, but NOW 

 

"The Adolescence of Technology" (Jan 2026): 

● "We are likely less than a year away from models performing the end-to-end tasks 
of a senior software engineer" 

 

European Response:Crickets 

EuroSky Relevance: 

● Who controls social media infrastructure controls AI-mediated public sphere 
● This future is NOT in years, but in MONTHS 
● No coincidence: Countries with leading AI companies (USA, China) will also 

dominate social media 
● Without own infrastructure, Europe has ZERO say in AI-mediated discourse 

 

Perfect Storm Scenario: 

● Despite Elon Musk's Twitter takeover and its transformation into his right-wing 
mouthpiece, X remains the leading microblogging network in Europe. 

 



 

● Threads absorbs European Mastodon (meta-control) - together with Insta and 
Facebook: “Aut Zuck aut nihil”! 

● AGI is fundamentally changing HOW social media works 
 

Europe has ZERO say in ALL three developments! 

 

Window closing: NOT in years, but MONTHS 

● Social media: 6-12 months 
● AGI integration: 2-3 years 
● Who doesn't build infrastructure now has no foundation for AI-safe social media 

later 

1.5 Risk Assessment 

High Probability, High Impact Risks: 

1. Democratic interference: Foreign-controlled platforms in European elections 
2. Censorship vulnerability: US government can block access (precedent: TikTok 

debates) 
3. Data sovereignty loss: Permanent dependency on US infrastructure 
4. Innovation deficit: No European tech competence in social media 
5. AGI control gap: No influence over AI-mediated public discourse 

 

Quantified Costs of Inaction: 

● GDPR fines paid to date: €4+ billion 
● Compliance costs: Billions annually (companies forced to follow US rules) 
● Lock-in costs: No alternatives, no negotiating power 
● Strategic vulnerability: Exposed in trade conflicts, sanctions scenarios 

 

Opportunity Costs: 

● Tech leadership missed (as with cloud, as with AI) 
● Export opportunity missed (Global South seeks alternatives) 

 



 

● Standard-setting missed (others set the rules) 

2. The AT Protocol Solution 

2.1 Technical Architecture Overview 

The AT Protocol (Authenticated Transfer Protocol) provides federated social networking 
with three core components: 

Personal Data Servers (PDS): 

● User accounts and data storage 
● Can be operated by any institution (universities, media, NGOs) 
● Users maintain full control over their data 

Relays: 

● Aggregate public data from multiple PDSs 
● Enable content discovery and search 
● Provide network-wide coordination 

AppViews: 

● Application-specific views of network data 
● Multiple implementations possible (different UIs, algorithms) 
● Enable competition while maintaining interoperability 

 

 



 

 

Key Technical Advantages: 

1. Account Portability 
● Users can migrate between PDSs without losing identity or data 
● Implemented via Decentralized Identifiers (DIDs) 
● No vendor lock-in 
2. Federation Without Fragmentation 
● Unlike Mastodon/ActivityPub: Not server-islands 
● Global namespace: All users can interact 
● Content discovery works across entire network 
3. Algorithmic Choice 
● Users can select their preferred algorithms 
● Multiple feed implementations possible 
● Transparency through open source 

 



 

4. GDPR Compliance by Design 
● Data sovereignty: PDS stays in EU 
● Right to portability: Built into protocol 
● Right to deletion: Enforced at PDS level 
● Data minimization: Only necessary replication 

2.2 Why AT Protocol vs. ActivityPub (Mastodon) 

ActivityPub Limitations (Mastodon's protocol): 

● Server-centric: Identity tied to server instance 
● Fragmented discovery: Each server is isolated island 
● Moderation challenges: No network-wide coordination 
● Meta exploitation: Threads can "embrace, extend, extinguish" 

 

AT Protocol Advantages: 

● User-centric: Identity independent of hosting 
● Global discovery: Network-wide content aggregation 
● Scalable moderation: Relay-level coordination possible 
● Protected by design: Harder to colonize 

 

Why Meta Chose ActivityPub for Threads: 

● Easier to dominate (server-centric architecture) 
● Can leverage Instagram's existing infrastructure 
● "Embrace, extend, extinguish" playbook proven (Microsoft-era) 

 

Why Europe Should Choose AT Protocol: 

● More resistant to colonization 
● Better GDPR alignment (portable identifiers) 
● Superior technical foundation for scale 
● Interoperability with fastest-growing alternative (Bluesky) 

2.3 Open Source and Federation Reality Check 

 



 

What "Open Source" Actually Means Here: 

✅ Code is free and available: 

● AT Protocol specification: https://atproto.com (public) 
● Reference implementations: GitHub (Apache 2.0 license) 
● No licensing fees, no vendor lock-in 

 

✅ Federation is operationally functional: 

● Opened February 2024 
● Multiple independent PDSs already federate with Bluesky network 
● Technical documentation complete 

 

✅ European institutions could deploy TODAY: 

● No permission needed from Bluesky PBC 
● Full control over infrastructure 
● GDPR-compliant hosting possible 

 

What "Federation" Actually Enables: 

✅ Interoperability: 

● European users can communicate with Bluesky.social users 
● No walled garden (unlike Gaia-X failure) 
● Network effects: Start with 40-42M existing users 

✅ Sovereignty: 

● European data stays on European servers 
● European governance rules apply to European PDSs 
● No US jurisdiction over EU infrastructure 

✅ Optionality: 

● Can defederate if necessary (like email blocking spam domains) 
● Selective federation (only with trusted networks) 
● Full autonomy while maintaining connectivity 

 

https://atproto.com/
https://atproto.com/


 

Jay Graber's Documented Vision (GeekWire, December 2025): 

She explicitly compares AT Protocol to historical infrastructures like universities and 
academic journals after the printing press revolution: "We have to build new institutions 
that make use of everyone having access to the internet." 

The AT Protocol is EXPLICITLY designed for exactly this use case—open for 
institutions, universities, and organizations to build upon. 

What Europe Could Do TODAY: 

1. Take AT Protocol (Open Source, free) 
2. Build own servers/relays (GDPR-compliant) 
3. Federate with Bluesky (40-42M user network effect!) 
4. Own governance (EU rules) 

Technical readiness: Everything needed is publicly available 

No gatekeeping: Bluesky PBC cannot prevent European deployment 

Willing partnership: Jay Graber actively encourages institutional adoption 

Network effects: Instant access to 40-42M users via federation 

Zero licensing costs: Completely free to use and modify 

Europe's response:Crickets 

The Absurdity: 

This is as if: 

● Tesla open-sourced electric car technology 
● Blueprints are publicly available 
● Tesla CEO says "Please, build your own!" 
● Europe ignores it 
● Then complains everyone drives Teslas 
● Then tries to regulate Tesla (instead of building own) 

The technology is ready. The documentation exists. Federation works. 

Europe's response:Crickets 

 



 

3. The EuroSky Vision: Detailed Specification 

3.1 System Architecture 

 

EuroSky Federation Architecture: 

● Global Network: Fully interoperable with Bluesky and other AT Protocol servers 
worldwide 

● Relay Layer: Norwegian (Oslo/Vivaldi), French (Paris/RENATER), Danish 

 



 

(Copenhagen/DeIC), and other national hubs 
● PDS Layer: Universities (Oslo, Copenhagen, Sorbonne, ETH, LMU...), Media (NRK, 

DR, ARD/ZDF, France24, BBC...), NGOs (Wikimedia, Mozilla, Vivaldi Social...) 
● Governance: Oslo headquarters (Norway) + Copenhagen EU office (Denmark), 

CERN-style model 
● Hosting: EU/EEA territory, GDPR-compliant, democratically governed 
● Data sovereignty: EU data stays on EU servers, portable, user-controlled 

3.2 Operational Model 

Who Operates What: 

Personal Data Servers (PDSs) - User Hosting: 

● Universities: Students, researchers, alumni (Oslo, Copenhagen, Sorbonne, ETH, 
LMU...) 

● Media organizations: NRK (Norway), DR (Denmark), ARD/ZDF, France24, El País, 
BBC 

● NGOs: Wikimedia Norway, Wikimedia Europe, Mozilla Europe, digital rights 
groups, Vivaldi Social 

● Enterprises: Optional, for employee communication 
 

Relays - Network Aggregation: 

● National research networks: Uninett/SIKT (Norway), DeIC (Denmark), RENATER 
(France), SURFnet (Netherlands) 

● Large research institutions: CERN, Max Planck Society, CNRS 
● Well-funded universities: University of Oslo, Copenhagen, ETH Zürich, Sorbonne 

Université, Oxford 
● Commercial partner: Vivaldi (technical infrastructure) 

 

AppViews - User Interface: 

● Open source community: Reference implementations 
● Media organizations: Journalism-focused applications 
● Academic institutions: Research-focused discovery tools 
● Commercial providers: Consumer-grade applications (optional) 

 



 

Governance - EuroSky Foundation: 

● Legal headquarters: Oslo, Norway (hosted by Vivaldi/Jon von Tetzchner) 
● EU coordination office: Copenhagen, Denmark 
● Legal form: Norwegian non-profit foundation (Stiftelse) 
● Board composition: Representatives from universities, media, NGOs, EU 

institutions 
● Funding: EU grants + institutional contributions + (later) user subscriptions 
● Decision-making: Democratic, transparent, GDPR-compliant 
● Model: Similar to CERN (international organization in non-EU country, closely 

collaborating with EU) 

3.3 GDPR Compliance Mechanisms 

Data Minimization: 

● PDSs store only user-generated content and relationships 
● Relays cache public data temporarily (ephemeral) 
● AppViews store only presentation state (no user data) 

User Rights Implementation: 

1. Right to Access: Direct API to user's PDS 
2. Right to Portability: Account migration built into protocol 
3. Right to Deletion: PDS deletion propagates network-wide 
4. Right to Rectification: User controls own data at PDS 
5. Right to Object: User can block specific data processing 

Processor Relationships: 

● PDS operator: Data controller for user accounts 
● Relay operator: Data processor (public data aggregation) 
● AppView operator: Data processor (presentation only) 

Cross-border Transfers: 

● Within EU: No restrictions (GDPR framework) 
● To third countries: Only via federation with adequate protection 
● US federation: Possible via did:web (user choice, not mandatory) 

3.4 Cost Structure and Sustainability Model 

 



 

Understanding the Cost Challenge: 

Direct comparisons can be misleading. Wikipedia operates with ~€165M/year and 700+ 
employees, but serves fundamentally different purposes (knowledge repository with 
massive community programs). Bluesky operates with ~€14M/year and 25 core 
employees plus contractors—but as a VC-funded startup without European governance 
requirements. 

EuroSky as European Public Interest Infrastructure requires: 

● EU-level data protection compliance (GDPR, DSA, DMA) 
● Multi-national governance structures 
● Democratic accountability mechanisms 
● Community-driven moderation (not pure automation) 
● Long-term sustainability (not VC burn-rate financing) 

Realistic 3-Phase Cost Model: 

Phase 1: Proof of Concept (12-18 months) 

● Budget: €1-2M 
● Goal: Technical feasibility, 5-10 university instances 
● Team: 10-15 people (engineers + governance experts) 
● Deliverable: Functioning EU implementation of AT Protocol 
● Key activities: 
● Deploy first university PDSs 
● Establish European Relay infrastructure 
● GDPR compliance audit 
● Democratic governance framework 

Phase 2: Pilot Launch (18-24 months) 

● Budget: €5-10M 
● Goal: 500k-1M users, 50-100 institutional partners 
● Team: 40-60 people 
● Infrastructure: Redundant EU datacenters 
● Deliverable: Stable beta with democratic governance 
● Key activities: 
● Scale PDS hosting across EU 
● Develop custom AppViews 
● Community moderation systems 

 



 

● Public launch campaign 
Phase 3: Full Scale (Year 4 onwards) 

● Budget: €30-50M/year (ongoing operational costs) 
● Goal: 10M+ European users 
● Team: 100-150 people 
● Cost breakdown: 
● Personnel: ~60% (€18-30M) - Engineering, moderation, governance 
● Infrastructure: ~25% (€7-12M) - Servers, storage, CDN 
● Community Support: ~10% (€3-5M) - Events, grants, education 
● Administration/Legal: ~5% (€1-3M) - Compliance, advocacy 

 

Why this cost range? 

Less expensive than Wikipedia because: 

● Focus on social networking, not knowledge archiving 
● No global educational outreach programs 
● Modern, efficient technology stack 
● Targeted European scope (not global) 

 

More expensive than Bluesky because: 

● European governance structures (democracy has overhead!) 
● Multi-national compliance (27 EU member states) 
● Community moderation instead of pure automation 
● Sustainable financing instead of VC burn-rate 
● Higher labor costs (Europe vs. US tech sector) 

 

Sustainability: 3-Pillar Financing Model 

1. EU Funding Programs (40-50% of budget): 

● Digital Europe Programme 
● Horizon Europe research grants 
● Innovation Fund contributions 
● Member state digital sovereignty initiatives 

 



 

2. Institutional Partnerships (30-40%): 

● University memberships: €50k-200k/year 
● Media organization memberships: €100k-500k/year 
● NGO partnerships: €10k-50k/year 
● Research network contributions 

 

3. Premium Services (10-20%): 

● Custom domains for organizations 
● Enhanced features for institutions 
● Enterprise hosting services 
● Developer API access 

 

No advertising. No data sales. No VC dependency. 

Comparative Context: 

● Gaia-X investment: €4 billion (largely failed) 
● Google GDPR fines (cumulative): €4+ billion 
● EuroSky full deployment: €50-100M total = 1.25-2.5% of Gaia-X 
● Annual operation: €30-50M = What EU spends on much less strategic projects 

 

The question is not "Can Europe afford this?" 

The question is: "Why isn't this already being built?" 

4. Strategic Benefits for Europe 

4.1 Digital Sovereignty 

Data Sovereignty: 

● European citizens' data stays in Europe 
● No US jurisdiction (NSA access eliminated) 
● GDPR enforcement: Direct control, not dependency on foreign compliance 

 



 

Technological Sovereignty: 

● Own infrastructure: Can't be shut down by foreign governments 
● Own governance: European democratic control 
● Own innovation: Technical competence remains in Europe 

Strategic Autonomy: 

● No dependency in crises: Trade wars, sanctions, political conflicts 
● Negotiating power: Alternative to US platforms 
● Standard-setting: Europe sets rules, not just follows 

4.2 Democratic Resilience 

Election Protection: 

● No foreign platform manipulation: Transparency through open algorithms 
● European content moderation: Cultural context, not Silicon Valley values 
● Algorithmic sovereignty: Users choose their information diet 

 

Public Discourse Quality: 

● No engagement-maximizing algorithms: Can optimize for quality, not addiction 
● No surveillance advertising: Alternative revenue models 
● Transparent operations: Open source = public accountability 

 

Academic Freedom: 

● Research independence: Universities control their communication 
● Knowledge dissemination: Open standards, not walled gardens 
● Digital public sphere: Run by public institutions, not corporations 

4.3 Economic Opportunity 

Innovation Ecosystem: 

● European startups: Can build on open protocol 
● Application diversity: Multiple AppViews = competition 
● Export potential: Global South seeks alternatives to US platforms 

 



 

Employment: 

● Tech jobs in Europe: Infrastructure operations 
● Developer community: Open source contributors 
● Content moderation: European cultural context expertise 

 

Cost Savings: 

● Reduced GDPR fines: Own compliant infrastructure 
● Reduced compliance costs: No need to negotiate with US corporations 
● Technology transfer: Know-how remains in Europe 

4.4 Global Leadership 

Standard Setting: 

● Privacy-by-design: Europe sets the standard 
● Federated social media: Europe proves it works 
● Democratic governance: Alternative to corporate control 

 

Soft Power: 

● Digital infrastructure aid: Can offer to developing countries 
● Normative influence: European values embedded in technology 
● Geopolitical positioning: Alternative to US-China duopoly 

 

Credibility: 

● Actions, not just regulations: Europe builds, not just restricts 
● Technological competence: Demonstrates capability 
● International respect: Not just "digital colony complaining" 

 



 

5. Risk Analysis and Mitigation 

5.1 Technical Risks 

Risk: Scalability challenges 

● Relay infrastructure must handle millions of users 
● Probability: Medium (AT Protocol tested up to 40-42M users) 
● Impact: High (service degradation) 
● Mitigation: 
● Leverage existing research network infrastructure (DFN, RENATER) 
● Phased rollout (start small, scale gradually) 
● Technical advisory board (experts from CERN, academic networks) 

 

Risk: Spam and abuse 

● Decentralized systems vulnerable to coordinated attacks 
● Probability: High (universal problem) 
● Impact: High (user experience, trust) 
● Mitigation: 
● Relay-level moderation (centralized where needed) 
● Reputation systems (trust networks) 
● AI-assisted moderation (European AI models) 
● Learn from Bluesky's operational experience 

 

Risk: Moderation complexity 

● Content moderation across federated system challenging 
● Probability: High (inherent to federation) 
● Impact: Medium (legal compliance, user trust) 
● Mitigation: 
● Clear governance frameworks 
● Jurisdictional clarity (PDS operator responsible) 
● Professional moderation teams 
● Transparent appeals processes 

 



 

 

Risk: UX complexity 

● Must be as simple as Instagram (not Mastodon) 
● Probability: Medium (design challenge) 
● Impact: High (user adoption) 
● Mitigation: 
● Professional UX design (not just developers) 
● User research with non-technical populations 
● Iterative improvement 
● Learn from Bluesky's mobile app success 

5.2 Political Risks 

Risk: Bureaucratic delays 

● 27 member states, consensus difficult 
● Probability: Very High (historical pattern) 
● Impact: Critical (window of opportunity closes) 
● Mitigation: 
● Bottom-up approach (universities start, EU follows) 
● Enhanced cooperation (subset of countries proceed) 
● Present as research project (faster approval) 
● Leverage existing structures (Horizon Europe, Digital Europe) 

 

Risk: National fragmentation 

● Countries build separate systems (no interoperability) 
● Probability: High (national egoism) 
● Impact: High (defeats purpose) 
● Mitigation: 
● AT Protocol enforces interoperability by design 
● Strong central coordination (EuroSky e.V.) 
● Economic incentives (EU funding conditional on participation) 

 

 



 

Risk: Political opposition 

● Lobbying by US tech companies 
● Some member states skeptical 
● Probability: High 
● Impact: Medium (can be overcome) 
● Mitigation: 
● Frame as sovereignty, not anti-American 
● Emphasize interoperability (not isolation) 
● Build grassroots support (universities, media) 
● Media campaign highlighting benefits 

 

Risk: Governance conflicts 

● Who decides on policies? Content rules? 
● Probability: Medium (can be managed) 
● Impact: Medium (slows decision-making) 
● Mitigation: 
● Clear governance charter from day one 
● Subsidiarity principle (local decisions local) 
● Democratic processes (elected board) 
● External advisory (digital rights experts) 

5.3 Economic Risks 

Risk: Long-term funding sustainability 

● After pilot phase, who pays? 
● Probability: High (common for infrastructure projects) 
● Impact: Critical (system collapse if funding stops) 
● Mitigation: 
● Multiple revenue streams (institutional fees, user subscriptions, EU grants) 
● Wikipedia model (proven sustainability through donations) 
● Public infrastructure framing (like roads, electricity) 
● Early commitment to sustainability planning 

Risk: Competition with "free" US platforms 

● Users don't pay for Instagram/X 

 



 

● Probability: High 
● Impact: High (user adoption) 
● Mitigation: 
● Institutional anchoring (universities provide free accounts) 
● Quality differentiation (privacy, no ads, better UX) 
● Moral framing (support European sovereignty) 
● Freemium model (basic free, premium features paid) 

 

Risk: Operational costs higher than projected 

● Infrastructure, bandwidth, personnel 
● Probability: Medium (estimates conservative) 
● Impact: Medium (budget overruns) 
● Mitigation: 
● Detailed cost modeling in pilot phase 
● Efficiency optimization (cloud infrastructure where cheaper) 
● Leverage existing university resources 
● Contingency budget (20% reserves) 

5.4 Social Risks 

Risk: Network effects lock-in 

● "All my friends are on Instagram" 
● Probability: Very High (fundamental challenge) 
● Impact: Critical (user adoption) 
● Mitigation: 
● Federation with Bluesky (instant 40-42M users) 
● Institutional coordination (universities adopt together) 
● Gradual migration (cross-posting, bridges) 
● Quality differentiation (make EuroSky better) 

 

Risk: User inertia 

● People don't want to switch platforms 
● Probability: Very High 
● Impact: High (slow growth) 

 



 

● Mitigation: 
● Don't require switching (federation enables both) 
● Target specific communities first (academics, journalists) 
● Viral features (make it cool to join) 
● Marketing campaign (European values messaging) 

 

Risk: Marketing without massive budget 

● Can't compete with Meta/Google advertising spend 
● Probability: High 
● Impact: High (visibility) 
● Mitigation: 
● Organic growth (word of mouth) 
● Media coverage (newsworthy story) 
● Institutional promotion (universities to students) 
● Grassroots campaigns (digital rights community) 

5.5 Geopolitical Risks 

Risk: US government pressure 

● Lobbying, trade threats 
● Probability: Medium (depends on administration) 
● Impact: Medium (political pressure) 
● Mitigation: 
● Frame as defensive, not offensive 
● Emphasize interoperability (not isolation) 
● Build transatlantic support (US academics) 
● Align with democratic values (not anti-American) 

 

Risk: Chinese exploitation 

● Use European infrastructure for propaganda 
● Probability: Medium 
● Impact: Medium (reputation damage) 
● Mitigation: 
● Strong moderation policies 

 



 

● Federation controls (can defederate bad actors) 
● Transparency (open source enables auditing) 
● Collaboration with democratic partners 

6. Implementation Roadmap 

6.1 Phase 1: Proof of Concept (Months 1-6) 

Objective: Demonstrate technical feasibility and GDPR compliance 

Key Activities: 

Consortium Formation: 

● Identify 3-5 founding universities 
● Sign letters of intent 
● Establish technical working group 
● Define governance structure 

 

Suggested Founding Universities: 

● Technical University of Munich (Germany): Strong CS department, DFN 
connectivity 

● Sorbonne Université (France): Prestige, RENATER connectivity 
● Leiden University (Netherlands): Digital humanities strength, SURFnet 

connectivity 
● ETH Zürich (Switzerland): Technical excellence, associated partner 
● University of Oxford (UK): International credibility, associated partner 

 

Infrastructure Deployment: 

● Each university deploys one PDS (5 total) 
● Coordinate with DFN/RENATER for central Relay hosting 
● Deploy reference AppView (Bluesky's open-source client) 

 

 



 

User Onboarding: 

● Initial cohort: 1,000-2,000 users per university (5,000-10,000 total) 
● Target groups: Computer science students, digital humanities researchers 
● Provide clear onboarding documentation and support 

 

Federation Testing: 

● Connect EuroSky Relay to Bluesky's network 
● Verify interoperability (EuroSky users can follow/interact with Bluesky users) 
● Test account portability (users can migrate between PDSs) 

 

GDPR Compliance Audit: 

● Engage European data protection authorities 
● Conduct privacy impact assessment 
● Obtain certification/approval 

 

Documentation: 

● Technical documentation for other institutions 
● Operational handbook for PDS administration 
● Privacy policy templates 

 

Budget Breakdown: 

● Server costs: €100k-200k (5 PDSs + 1 Relay) 
● Personnel: €500k-800k (developers, project management) 
● Legal/compliance: €200k-400k (GDPR audit, contracts) 
● Overhead: €200k-600k (administration, travel, communication) 
● Total: €1-2M 

 

Success Criteria: 

● ✅ 99% uptime over 6 months 

 



 

● ✅ 5,000-10,000 active users 
● ✅ GDPR compliance certification 
● ✅ Successful federation with Bluesky.social 
● ✅ Positive user satisfaction (>70% would recommend) 
● ✅ Documentation ready for Phase 2 expansion 

 

Funding Source: 

● Horizon Europe (Digital, Industry and Space cluster) 
● National research funding (DFG, ANR, NWO) 
● University own funds (in-kind: server space, personnel) 

 

Risk Factors: 

● Bureaucratic delays in consortium formation 
● Technical challenges in federation 
● GDPR compliance complications 

 

Mitigation: 

● Parallel negotiation with multiple potential partners 
● Close coordination with Bluesky technical team 
● Early engagement with data protection authorities 

6.2 Phase 2: Pilot Expansion (Months 7-18) 

Objective: Scale from proof of concept to functioning network 

Key Activities: 

Expansion to 20 Institutions: 

● 15 additional universities across Europe 
● 3 media organizations (ARD/ZDF, France24, one other) 
● 2 NGOs (e.g., Wikimedia Deutschland, Mozilla Europe) 

 

 



 

Geographic Distribution: 

● Germany: 5 institutions (TU Munich, LMU Munich, TU Berlin, Heidelberg, RWTH 
Aachen) 

● France: 5 institutions (Sorbonne, Sciences Po, ENS Lyon, Université Paris-Saclay, 
France24) 

● Netherlands: 2 institutions (Leiden, TU Delft) 
● Other EU: 5 institutions (e.g., KU Leuven, University of Copenhagen, La Sapienza 

Rome, University of Barcelona, University of Warsaw) 
● Switzerland: 2 institutions (ETH Zürich, EPFL) 
● UK: 1 institution (Oxford or Cambridge, associated partner) 

 

Infrastructure Development: 

● Deploy 3 European Relays (Germany, France, Netherlands) 
● Each institution operates own PDS 
● Load balancing and redundancy 

 

AppView Development: 

● Improve European AppView implementation 
● Add Europe-specific features: 
● Multilingual support (German, French, Dutch, Italian, Spanish, Polish, etc.) 
● GDPR-compliant analytics 
● European content discovery algorithms 
● Mobile apps for iOS and Android (polished, not just functional) 

 

Marketing and Communications: 

● Public launch campaign 
● Media partnerships (coverage in tech media, academic publications) 
● Conference presentations (re:publica, CCC, academic conferences) 
● Student outreach programs 

 

Governance Establishment: 

 



 

● Found "EuroSky e.V." (German registered association) 
● Elect board of directors 
● Establish working groups: 
● Technical standards 
● Content moderation 
● GDPR compliance 
● Sustainability planning 
● Adopt charter and bylaws 

 

Budget Breakdown: 

● Infrastructure: €1-2M (20 PDSs, 3 Relays, redundancy) 
● AppView development: €1-2M (European features, mobile apps) 
● Personnel: €1.5-3M (developers, community managers, moderators) 
● Marketing: €500k-1M (campaigns, events, materials) 
● Governance: €500k-1M (legal costs, board meetings, working groups) 
● Overhead: €500k-1M 
● Total: €5-10M 

 

Success Criteria: 

● ✅ 20 participating institutions 
● ✅ 100,000 active users 
● ✅ Positive media coverage 
● ✅ EuroSky e.V. legally established and operational 
● ✅ Sustainable governance model defined 
● ✅ Technical stability maintained (99% uptime) 

 

Funding Sources: 

● Digital Europe Programme 
● Horizon Europe (expanded proposal) 
● National ministries of education/research 
● Institutional co-financing 

 

 



 

Risk Factors: 

● Recruitment of institutions slower than planned 
● Technical scaling challenges 
● Negative media coverage 

 

Mitigation: 

● Prepare extensive documentation from Phase 1 to ease onboarding 
● Technical advisory board for scaling challenges 
● Proactive media relations, crisis communication plan 

6.3 Phase 3: Public Scale-up (Months 19-42) 

Objective: Transition from institutional pilot to public infrastructure 

Key Activities: 

Massive Institutional Expansion: 

● Target: 100+ institutions (universities, media, NGOs, libraries, museums) 
● All EU member states represented 
● Associated countries (Switzerland, UK, Norway, Iceland) 
● International partners (Canada, Japan, Australia? Through research networks) 

 

Public Registration: 

● Open EuroSky to general public (not just institutional members) 
● Public PDS hosting services (European cloud providers) 
● Tiered offering: 
● Free: Basic features (institutional or donation-funded) 
● Premium: Advanced features, priority support (€2-5/month) 

 

Mobile App Polish: 

● Professional redesign (hire UX designers) 
● Feature parity with commercial apps 

 



 

● Accessibility (blind users, dyslexia-friendly, etc.) 
● Localization (20+ European languages) 

 

Content Discovery and Moderation: 

● Advanced algorithmic feeds (quality-optimized, not engagement-optimized) 
● Trending topics (European perspective) 
● Professional moderation teams (24/7 coverage, multilingual) 
● User reporting tools 
● Appeal processes 

 

Sustainability: 

● Diversified revenue model: 
● Institutional memberships: €1-5M/year 
● User subscriptions: €2-10M/year (if 1-2M paying users) 
● EU operational grants: €5-10M/year 
● Donations: €1-3M/year (Wikipedia model) 
● Financial reserves (1 year operating costs) 
● Long-term financial plan 

 

International Outreach: 

● Partner with Global South institutions (Latin America, Africa, Asia) 
● Position EuroSky as democratic alternative (not just European) 
● Technology transfer programs 

 

Policy Integration: 

● Recognition as European digital infrastructure (like Galileo, Copernicus) 
● Inclusion in national digital strategies 
● Integration with European education systems 

 

Budget Breakdown: 

 



 

● Infrastructure: €15-30M (100+ PDSs, 10 Relays, public hosting) 
● Application development: €5-10M (mobile apps, features) 
● Content moderation: €5-10M (personnel, tools, AI-assisted moderation) 
● Marketing: €5-10M (public campaigns, international outreach) 
● Sustainability planning: €10-20M (reserve fund, financial modeling) 
● Operations: €10-20M (ongoing costs, personnel, overhead) 
● Total: €50-100M 

 

Success Criteria: 

● ✅ 5-10 million active users 
● ✅ Self-sustaining financially (without requiring constant new grants) 
● ✅ Political recognition (mentioned in EU official documents) 
● ✅ International adoption (users from outside Europe) 
● ✅ Technical excellence (benchmark against commercial platforms) 
● ✅ Democratic governance (transparent, accountable) 

 

Funding Sources: 

● CEF Digital (Connecting Europe Facility) 
● Recovery and Resilience Facility 
● Public-private partnerships 
● Commercial revenue (user subscriptions, enterprise services) 

 

Risk Factors: 

● Financial sustainability challenges 
● Competition with entrenched platforms 
● Public adoption slower than expected 

 

Mitigation: 

● Conservative financial projections 
● Quality differentiation (privacy, no ads, better UX) 
● Institutional anchoring ensures baseline usage 
● Long-term patience (Wikipedia took years to mature) 

 



 

7. Financial Analysis 

7.1 Total Cost of Ownership (5-Year Projection) 

Phase Distribution: 

● Phase 1 (6 months): €1-2M 
● Phase 2 (12 months): €5-10M 
● Phase 3 (24 months): €50-100M 
● Operational years 4-5: €30-50M 
● Total (5 years): €86-162M 

 

Comparison with Realistic Benchmarks: 

Wikipedia (the gold standard for non-profit digital infrastructure): 

● Annual budget: ~€165M (FY2024: Revenue €185M, Expenses €178M) 
● Users: 4+ billion unique visitors/month 
● Scale: 100x larger than EuroSky target 
● If EuroSky scaled like Wikipedia: €10-20M/year for 10M users 

 

Actual EuroSky Projection: 

● Target users: 5-10M 
● Annual operating costs (steady state): €15-25M/year 
● Comparable to large university or major media operation 

 

Other Relevant Comparisons: 

● Gaia-X: €4 billion (failed) 
● Google GDPR fines: €4+ billion (ongoing) 
● Galileo: €10+ billion (satellites, not comparable but politically referenced) 
● EuroSky: ~€100M total investment 

 

 



 

Cost Efficiency: 

● Per-user cost: €10-20 over 5 years (including infrastructure buildout) 
● Ongoing cost per user: €2-3/year (steady state) 
● Compare: Facebook revenue per user: ~€40/year (via ads and data monetization) 

7.2 Revenue Model (Sustainability) 

Primary Revenue Streams: 

1. Institutional Memberships (€5-15M/year): 

● Large universities: €100-300k/year (20-30 institutions) 
● Medium universities: €50-100k/year (50-70 institutions) 
● Media organizations: €100-500k/year (10-20 organizations) 
● NGOs: €10-50k/year (20-30 organizations) 

 

2. User Subscriptions (€5-15M/year): 

● Target: 10-20% of users subscribe 
● Price: €2-5/month (€24-60/year) 
● Premium features: Advanced analytics, priority support, custom feeds 
● Total revenue: €5-15M if 2-5% of 10M users subscribe 

 

3. EU Operational Grants (€5-10M/year): 

● Classified as European digital infrastructure 
● CEF Digital funding 
● Horizon Europe support programs 
● Digital Europe Programme grants 

 

4. Donations (€2-5M/year): 

● Wikipedia-style fundraising campaigns 
● Institutional donors 
● Foundation grants 
● Corporate philanthropy 

 



 

 

5. Commercial Services (€2-5M/year): 

● Enterprise PDS hosting (B2B) 
● API access for developers 
● Consulting for other regions (export model) 

 

Total Projected Revenue (Steady State): €19-50M/year 

Operational Costs (Steady State): €15-25M/year 

Surplus: €4-25M/year → Reserve fund for expansion/crises 

7.3 Risk-Adjusted Financial Scenarios 

Best Case Scenario (Probability: 20%): 

● Rapid adoption: 15M users by year 5 
● High subscription conversion: 15% 
● Strong institutional support: 150 members 
● Revenue: €60M/year 
● Operating costs: €30M/year 
● Surplus: €30M/year (enables aggressive expansion) 

Base Case Scenario (Probability: 50%): 

● Moderate adoption: 7-10M users by year 5 
● Average subscription conversion: 10% 
● Solid institutional support: 100 members 
● Revenue: €30M/year 
● Operating costs: €20M/year 
● Surplus: €10M/year (sustainable, slow growth) 

 

Worst Case Scenario (Probability: 25%): 

● Slow adoption: 3-5M users by year 5 
● Low subscription conversion: 5% 
● Weak institutional support: 50 members 

 



 

● Revenue: €15M/year 
● Operating costs: €20M/year 
● Deficit: €5M/year (requires continued EU grants or cuts) 

 

Probability-Weighted Expected Value: 

● (0.20 × €30M) + (0.50 × €10M) + (0.25 × -€5M) = €6M + €5M - €1.25M = 
€9.75M/year surplus (expected) 

 

Interpretation: Even in probability-weighted terms, EuroSky is financially viable. 

7.4 Return on Investment (Societal Perspective) 

Direct Economic Benefits: 

● GDPR compliance costs saved: €1-2B/year (companies don't pay US platforms) 
● GDPR fines avoided: €500M-1B/year (fewer violations) 
● Job creation: 500-1,000 tech jobs in Europe 
● GDP contribution: €50-100M/year (direct + multiplier effects) 

 

Strategic Benefits (Not Monetizable but Valuable): 

● Digital sovereignty: Priceless in crisis scenarios (trade wars, sanctions) 
● Democratic resilience: Protection of elections, public discourse 
● Innovation ecosystem: Startup formation, technology development 
● Soft power: European model exported globally 

 

Cost-Benefit Analysis: 

● Investment: ~€100M over 5 years 
● Direct economic benefits: €2-5B over 5 years (GDPR savings alone) 
● ROI (economic only): 20x-50x 
● ROI (including strategic benefits): Incalculable 

 

 



 

Comparison with Failed Projects: 

● Gaia-X: €4B invested, negligible adoption, ROI: negative 
● EuroSky: €100M proposed, realistic adoption projections, ROI: 20x-50x (economic 

only) 
 

Opportunity Cost of Inaction: 

● Continued GDPR fines: €1B+/year 
● Continued compliance costs: €2B+/year 
● Loss of democratic control: Priceless 
● Missed AGI opportunity: Potentially existential 

 

Conclusion: EuroSky is not just financially viable—it's a strategic imperative with 
exceptional ROI. 

8. Governance Model 

8.1 Legal Structure 

Primary Entity: EuroSky e.V. (German Registered Association) 

Why Norway (with Denmark): 

● Stable democracy: Consistently top-ranked on democracy and transparency 
indices 

● Not in EU chaos: EEA member (closely connected without current EU political 
turmoil) 

● Tech-innovative: Strong digital infrastructure, Vivaldi headquarters 
● CERN model: Precedent for international org in non-EU country collaborating with 

EU 
● Jon von Tetzchner: Natural Executive Director candidate, Opera/Vivaldi founder 

in Oslo 
● Copenhagen EU office: Danish coordination for EU liaison, geographic proximity 

to Oslo 
● Nordic consistency: Cultural coherence between Oslo and Copenhagen 

 



 

● No Big Tech contamination: Unlike Dublin (Google, Meta, Apple), credible 
neutrality
 

Organizational Structure: 

 

Advisory Bodies: 

● Technical Advisory Board: Protocol development, security 
● Ethics Advisory Board: Content moderation, privacy 
● User Council: Community representation 
● Data Protection Officers: GDPR compliance 

 



 

8.2 Decision-Making Processes 

Strategic Decisions (Board of Directors): 

● Budget approval 
● Major partnerships 
● Changes to governance structure 
● Require: 2/3 majority 

 

Operational Decisions (Executive Director): 

● Daily operations 
● Personnel 
● Vendor contracts (<€100k) 
● Reported to Board quarterly 

 

Technical Decisions (Technical Advisory Board): 

● Protocol changes 
● Security standards 
● Infrastructure architecture 
● Recommendations to Board for approval 

 

Moderation Policies (Ethics Advisory Board): 

● Content moderation guidelines 
● Appeal processes 
● Compliance with local laws 
● Must respect GDPR, DSA, national laws 

 

Transparency Principles: 

● All Board decisions public (except personnel matters) 
● Annual reports 
● Financial statements published 

 



 

● Open-source code by default 

8.3 Content Moderation Framework 

Tiered Responsibility Model: 

Level 1: PDS Operator (Institutional) 

● Responsible for content hosted on their PDS 
● Must comply with local laws (German law for German PDS, etc.) 
● Can set own policies (within legal framework) 
● Example: University PDS can ban hate speech more strictly than legal minimum 

 

Level 2: Relay Operator (National) 

● Aggregates content from multiple PDSs 
● Can filter illegal content at relay level 
● Implements DSA obligations 
● Cannot arbitrarily censor legal content 

 

Level 3: AppView (User-Facing) 

● Presents content to end users 
● Can offer content filtering options 
● Labeling system (similar to Bluesky's) 
● User choice in algorithmic feeds 

 

Moderation Principles: 

● Legal compliance: All content must comply with applicable laws (DSA, national 
laws) 

● Transparency: Clear rules, public moderation logs 
● Appeals: Right to appeal moderation decisions 
● Decentralization: PDS operators have autonomy (within legal bounds) 
● User empowerment: Users can block, mute, filter 

 

 



 

Professional Moderation: 

● Trained moderators (not just algorithms) 
● Multilingual capabilities 
● 24/7 coverage for urgent cases 
● Trauma support for moderators 

8.4 Accountability Mechanisms 

Internal Audits: 

● Annual financial audit 
● Biannual GDPR compliance audit 
● Technical security audit (continuous) 

 

External Oversight: 

● EU institutions (if receiving public funding) 
● Data protection authorities (GDPR compliance) 
● DSA compliance (Digital Services Coordinator) 

 

User Accountability: 

● User Council elected by community 
● Annual user satisfaction survey 
● Public feedback channels 

 

Transparency Reports: 

● Quarterly: User statistics, moderation actions 
● Annually: Financial statement, strategic review 
● As needed: Incident reports, security breaches 

 



 

9. Stakeholder Analysis 

9.1 Primary Stakeholders and Their Interests 

1. European Union Institutions 

Interests: 

● Digital sovereignty 
● GDPR enforcement 
● Democratic resilience 
● Strategic autonomy 

 

Engagement Strategy: 

● Present as implementation of Digital Decade goals 
● Emphasize GDPR compliance 
● Frame as defensive (not anti-American) 
● Align with existing priorities (DSA, DMA, AI Act) 

 

Key Contacts: 

● DG CONNECT: Digital infrastructure policy 
● European Parliament ITRE Committee: Digital policy oversight 
● Digital Commissioner: Strategic alignment 

 

2. National Governments 

Interests: 

● National sovereignty 
● Cybersecurity 
● Innovation policy 
● Cost-benefit 

 

 



 

Engagement Strategy: 

● Bilateral approaches (France-Germany lead) 
● National research funding 
● Present as university/research project (less political) 
● Emphasize economic benefits (jobs, tech competence) 

 

Key Contacts: 

● Ministries of Education/Research: Funding 
● Digital Ministers: Strategic support 
● Prime Ministers/Chancellors: Political endorsement (if high-level support) 

 

3. Universities 

Interests: 

● Academic freedom 
● Research infrastructure 
● Student services 
● Prestige 

 

Engagement Strategy: 

● Frame as research infrastructure (like supercomputers) 
● Highlight benefits: Secure communication, data sovereignty 
● Leverage existing consortia (LERU, EUA) 
● Provide clear operational model (not too much burden) 

 

Key Contacts: 

● Rectors/Presidents: Strategic decision 
● CIOs: Technical feasibility 
● Student unions: Grassroots support 

 

 



 

4. Media Organizations 

Interests: 

● Journalistic independence 
● Audience reach 
● Platform dependence reduction 
● Credibility 

 

Engagement Strategy: 

● Present as journalist-first platform 
● No algorithmic manipulation 
● Verified accounts for journalists 
● Integration with existing workflows 

 

Key Contacts: 

● Public broadcasters (ARD/ZDF, France24, BBC): Institutional partnerships 
● Journalist unions: Grassroots support 
● Media directors: Strategic decision 

 

5. Civil Society Organizations 

Interests: 

● Digital rights 
● Privacy protection 
● Democratic participation 
● Open standards 

 

Engagement Strategy: 

● Emphasize open source, transparency 
● Invite to governance (board seats) 
● Co-develop privacy features 

 



 

● Support grassroots campaigns 
 

Key Contacts: 

● EDRi (European Digital Rights): Policy advocacy 
● NGOs (Wikimedia, Mozilla): Technical partnership 
● Digital rights activists: Community building 

 

6. European Citizens 

Interests: 

● Privacy 
● Easy to use 
● Free or affordable 
● Trustworthy 

 

Engagement Strategy: 

● Simple messaging: "European social media you can trust" 
● Emphasize privacy protection 
● Make it free (or very cheap) 
● Build trust through transparency 

 

Key Contacts: 

● Student organizations: Early adopters 
● Community groups: Grassroots spread 
● Influencers: (If any support European tech) 

9.2 Secondary Stakeholders 

7. US Tech Companies (Opponents) 

Interests: 

● Maintain market dominance 
 



 

● Prevent precedent 
● Maximize profit 

 

Expected Actions: 

● Lobbying against EuroSky 
● PR campaigns ("protectionism", "innovation-stifling") 
● Legal challenges (competition law) 

 

Counter-Strategy: 

● Frame EuroSky as defensive, not protectionist 
● Emphasize interoperability (not walled garden) 
● Focus on sovereignty, not anti-competition 
● Build transatlantic academic support (US universities as allies) 

 

8. Other Governments (Potential Partners) 

Interests: 

● Digital sovereignty (shared with EU) 
● Alternative to US platforms 
● Democratic governance models 

 

Engagement Strategy: 

● Canada: Align with online harms legislation 
● Japan: Cybersecurity concerns, US-dependency reduction 
● Australia: Five Eyes alternative (privacy concerns) 
● Latin America: Digital colonialism concerns 
● Africa: Digital infrastructure development 

 

Opportunity: Position EuroSky as global democratic alternative, not just European 
project 

 



 

9. Bluesky PBC (Ambiguous Partner) 

Interests: 

● AT Protocol adoption 
● Network growth 
● Not threatened by EuroSky 

 

Engagement Strategy: 

● Emphasize federation (growing Bluesky's network) 
● Technical collaboration 
● Share learnings (mutual benefit) 
● Not competition, but complementarity 

 

Potential Concerns: 

● Governance conflicts (European rules vs. US libertarian ethos) 
● Moderation differences 
● Economic competition (if Bluesky commercializes) 

 

Mitigation: 

● Clear communication from start 
● Technical advisory board collaboration 
● Respect protocol neutrality 

10. Communication Strategy 

10.1 Messaging Framework 

Core Message: 

"EuroSky: European social media infrastructure for digital sovereignty, privacy 
protection, and democratic resilience." 

 



 

Three Pillar Messages: 

1. Sovereignty 

● "Take back control of our digital public square" 
● "European data stays in Europe" 
● "Democratic governance, not corporate control" 

 

2. Privacy 

● "GDPR by design, not compliance theater" 
● "Your data, your control" 
● "No surveillance advertising, no tracking" 

 

3. Quality 

● "Algorithms that serve people, not addiction" 
● "Transparent operations, open source" 
● "Built by universities and public institutions, not corporations" 

 

Target Audience Adaptation: 

For Policymakers: 

● Sovereignty framing 
● Economic benefits (jobs, technology) 
● Strategic autonomy 

 

For Academics: 

● Research infrastructure 
● Academic freedom 
● Open standards 

 

 



 

For Journalists: 

● Platform independence 
● No algorithmic manipulation 
● Verified accounts, credibility 

 

For Citizens: 

● Privacy protection 
● Easy to use 
● European values 

 

For Tech Community: 

● Open source 
● Federation 
● Technical excellence 

10.2 Media Relations 

Press Strategy: 

Phase 1 (Proof of Concept): 

● Tech media: Netzpolitik.org, Heise, Ars Technica Europe 
● Academic media: University press releases 
● Low-key: Avoid premature hype 

 

Phase 2 (Pilot): 

● Major media: Der Spiegel, Le Monde, The Guardian 
● Public broadcasters: ARD/ZDF, France24, BBC 
● Political media: Politico Europe, EUobserver 
● Position: "European alternative to US platforms" 

 

 



 

Phase 3 (Scale-up): 

● International media: NYT, FT, Bloomberg 
● Tech press: TechCrunch, The Verge, Wired 
● Narrative: "Europe's answer to digital colonialism" 

 

Crisis Communication: 

● Rapid response team 
● Transparent communication 
● Don't hide problems, but show solutions 

10.3 Political Advocacy 

EU Level: 

European Parliament: 

● ITRE Committee: Primary target 
● LIBE Committee: Data protection angle 
● CULT Committee: Cultural sovereignty 

 

Strategy: 

● Brief MEPs from all major groups 
● Provide research materials 
● Request hearing on digital sovereignty 
● Propose resolution supporting EuroSky 

 

European Commission: 

● DG CONNECT: Technical discussions 
● Commissioner Cabinet: High-level briefing 
● Include in Digital Decade policy 

 

 



 

National Level: 

Germany: 

● Bundesministerium für Bildung und Forschung (BMBF) 
● Digitalminister/in 
● Bundestag Digitalisierungsausschuss 

 

France: 

● Ministère de l'Éducation Nationale et de la Recherche 
● Secrétaire d'État chargé du Numérique 
● Assemblée Nationale commission 

 

Other Countries: 

● Identify digital champions in each country 
● Bilateral meetings 
● National press engagement 

10.4 Grassroots Mobilization 

Student Movement: 

● Students for European Digital Sovereignty 
● Campus campaigns 
● Social media presence (ironic: use US platforms to promote alternative) 

 

Digital Rights Community: 

● Coordination with EDRi members 
● Joint campaigns 
● Petitions, open letters 

 

Academic Community: 

● Articles in academic journals 
 



 

● Conference presentations 
● Researcher statements 

 

Influencer Engagement: 

● Tech influencers 
● Political commentators 
● Cultural figures concerned about digital colonialism 

11. Legal and Regulatory Framework 

11.1 GDPR Compliance Architecture 

Data Controller vs. Processor: 

PDS Operator = Data Controller: 

● Responsible for user accounts on their PDS 
● Must comply with GDPR for those users 
● Liable for data breaches at PDS level 

 

Relay Operator = Data Processor: 

● Processes public data on behalf of PDS operators 
● Limited retention (ephemeral caching) 
● Must have data processing agreements with PDSs 

 

AppView Operator = Data Processor: 

● Only presentation layer 
● No storage of personal data (except UI state) 
● Minimal GDPR obligations 

 

 



 

User Rights Implementation: 

Right of Access (Art. 15): 

● User can query own PDS directly via API 
● Exportable data format (JSON) 
● Includes all personal data and metadata 

 

Right to Portability (Art. 20): 

● Built into protocol: Account migration 
● User can switch PDSs without losing data 
● Technically enforced, not just policy 

 

Right to Deletion (Art. 17): 

● PDS deletion deletes account and data 
● Relay caches expire naturally 
● Federated copies follow protocol deletion signals 

 

Right to Rectification (Art. 16): 

● User controls own data at PDS 
● Direct editing capabilities 
● No need to request correction from operator 

 

Data Protection by Design (Art. 25): 

● Default privacy settings 
● Minimal data replication 
● Pseudonymization where possible (DIDs) 

11.2 Digital Services Act (DSA) Compliance 

Classification: 

EuroSky would likely be classified as Very Large Online Platform (VLOP) if >45M EU 
 



 

users (threshold). 

DSA Obligations for VLOPs: 

1. Risk Assessment (Art. 34): 

● Annual assessment of systemic risks 
● Mitigations documented and implemented 

 

2. Content Moderation (Art. 14-16): 

● Notice and action mechanisms 
● Counter-notice procedures 
● Transparency in removals 

 

3. Recommender Systems (Art. 27): 

● Transparent algorithms 
● User choice in feeds 
● At least one non-personalized option 

 

4. Advertising Transparency (Art. 26): 

● No targeted advertising using sensitive data 
● Clear labeling of ads 
● (EuroSky might not have ads at all) 

 

5. Data Access for Researchers (Art. 40): 

● Provide APIs for vetted researchers 
● Public interest research facilitation 

 

6. Crisis Response (Art. 36): 

● Cooperation during emergencies 
● Commission can request measures 

 



 

EuroSky Advantage: 

● Built GDPR-first from start (not retrofitted) 
● Transparent by design (open source) 
● Research-friendly (academic infrastructure) 
● Can exceed DSA minimum requirements 

11.3 National Legal Considerations 

Germany (Likely Host Country): 

● NetzDG (Network Enforcement Act): Hate speech removal obligations 
● Telemedia Act: Service provider liability 
● BDSG: National GDPR implementation 

 

France: 

● Law on Trust in the Digital Economy: Hosting liability 
● National GDPR variations 

 

Key Principle: 

● PDS operator must comply with laws of their jurisdiction 
● German PDS → German law, French PDS → French law 
● Relay aggregates, doesn't modify (limited liability) 

11.4 International Legal Issues 

US Jurisdiction: 

● EuroSky servers in EU → Not subject to CLOUD Act 
● Federation with Bluesky doesn't change this 
● User choice: Can avoid US federation if desired 

 

Data Transfers: 

● Intra-EU: No restrictions 

 



 

● EU-Switzerland: Adequacy decision 
● EU-US: Only via user choice (did:web not mandatory) 
● Can implement Standard Contractual Clauses if needed 

 

Intellectual Property: 

● AT Protocol: Open source (Apache 2.0 / MIT licenses) 
● No licensing fees 
● Can fork if necessary (nuclear option) 

12. Competitive Analysis 

12.1 Comparison Matrix 

Feature  EuroSky  Bluesky  X/Twitter  Threads  Mastodon 

Governance 
EU/Democrati
c 

US Corp  US Corp  US Corp  Decentralized 

Data Location EU  US  US  US  Varies 

GDPR 
Compliance 

By Design  Compliant  Fines  Compliant  Varies 

Open Source  Yes  Yes  No  No  Yes 

Federation  Yes  Yes  No  Partial  Yes 

Moderation  Professional  Centralized  Chaotic  Centralized  Fragmented 

Algorithm  Transparent  Transparent  Opaque  Opaque  None 

Scale  5-10M goal  40-42M  500M+  450M  ~10M 

Funding 
Public + 
Mixed 

VC  Ads  Ads  Donations 

 



 

12.2 Differentiation Strategy 

vs. Bluesky: 

● Not competition, but complementary 
● Federation means both benefit 
● Differentiation: European data sovereignty 

 

vs. X/Twitter: 

● Privacy-first vs. data extraction 
● Democratic governance vs. billionaire control 
● Transparent algorithms vs. black box 

 

vs. Threads: 

● Independent vs. Meta-controlled 
● No Instagram integration (privacy benefit) 
● European values vs. Silicon Valley 

 

vs. Mastodon: 

● Better UX (user-friendly) 
● Unified namespace (not island-hopping) 
● Professional moderation (not volunteer burnout) 
● But: Respects federation principles 

 

Unique Value Proposition: 

"The only social media platform built by European public institutions for European 
citizens, combining privacy protection, democratic governance, and technical 
excellence—while remaining globally connected." 

 



 

12.3 Threat of Entry (Competitive Moats) 

Bluesky's Moat: 

● First mover in AT Protocol (40-42M users) 
● Network effects 
● Brand recognition 

 

EuroSky's Defensive Moats: 

● Institutional anchoring (universities can't easily switch) 
● Regulatory alignment (GDPR by design) 
● Public funding (not dependent on profit) 
● Democratic governance (can't be bought/sold) 

 

Threats: 

● Meta could colonize ActivityPub (Threads) 
● Bluesky could become too dominant (network effects) 
● New entrants with better UX 

 

Mitigation: 

● Federation keeps options open 
● Open source prevents lock-in 
● Quality focus, not just growth 

13. Success Metrics and KPIs 

13.1 Phase-Specific Metrics 

Phase 1 (Proof of Concept): 

● Technical: 99% uptime, successful federation 
● Users: 5,000-10,000 active accounts 

 



 

● Compliance: GDPR certification obtained 
● Satisfaction: >70% user satisfaction ("would recommend") 

 

Phase 2 (Pilot): 

● Institutions: 20 participating organizations 
● Users: 100,000 active accounts 
● Geographic: All major EU countries represented 
● Governance: EuroSky e.V. legally established 
● Media: 10+ major media articles (positive coverage) 

 

Phase 3 (Scale-up): 

● Institutions: 100+ participating organizations 
● Users: 5-10 million active accounts 
● Revenue: €20-30M/year (sustainable) 
● International: 10% of users from outside EU 
● Quality: Benchmark against commercial platforms (UX, speed, features) 

13.2 Long-Term Success Indicators 

Technical Excellence: 

● Uptime: >99.5% 
● Load time: <2 seconds (comparable to commercial platforms) 
● Federation stability: Seamless interoperability 

 

Financial Sustainability: 

● Revenue covers operational costs 
● 1-year operating reserve maintained 
● Diversified revenue streams (no single source >40%) 

 

Political Impact: 

● Mentioned in official EU policy documents 

 



 

● Recognized as European digital infrastructure 
● Model adopted by other regions (Latin America, Africa) 

 

Democratic Impact: 

● Used by major European institutions (European Parliament, public broadcasters) 
● Transparent moderation with low controversy 
● High user trust (>80% "trust EuroSky with data") 

 

Social Impact: 

● Academic publishing migrates to EuroSky (researchers share on platform) 
● Journalists use as primary platform 
● Civil society organizations active 

13.3 Red Flags (Failure Indicators) 

Technical Red Flags: 

● Uptime <95% (unreliable) 
● Frequent federation issues 
● Security breaches 

 

Financial Red Flags: 

● Revenue <€10M/year by year 5 
● Dependence on single funding source 
● No institutional memberships beyond pilot 

 

Social Red Flags: 

● Users <1M by year 5 
● High churn rate (users leave after signup) 
● Negative media coverage predominates 

 

 



 

Political Red Flags: 

● No EU-level political support 
● Only 1-2 countries participating 
● Lobbying success by US tech companies 

 

Response: 

● Monthly review of metrics 
● Quarterly strategic adjustment 
● Annual deep evaluation 
● Pivot or shutdown if fundamentals fail (but give time: Wikipedia took years) 

14. Call to Action: What European Stakeholders Must Do 
NOW 

14.1 For EU Institutions 

European Commission: 

● Commission study on federated social media infrastructure (6 months, DG 
CONNECT) 

● Include EuroSky in next Digital Decade progress report 
● Fast-track Horizon Europe funding call for pilot (Q2 2026) 

 

Digital Commissioner: 

● Public statement supporting European social media infrastructure 
● High-level meeting with university consortium (provide political cover) 
● Coordinate with member states (enhanced cooperation if needed) 

 

Research Ministers (Member States): 

● Encourage national universities to explore participation 
● Commit co-financing for national nodes 
● Include in national digital strategies 

 



 

EU Parliament: 

● ITRE Committee resolution supporting European social media infrastructure 
● Hearing with technical experts and Bluesky representatives 
● Budget allocation in next MFF (Multi-annual Financial Framework) 

14.2 For Academic Institutions 

University Rectors/Presidents: 

● Join founding consortium (limited spots, first-mover advantage!) 
● Commit server space and personnel (0.5-1 FTE) 
● Sign letter of intent by Q2 2026 

 

Research Network Operators (DFN, RENATER, SURFnet): 

● Commit to hosting European Relays 
● Participate in technical working group 
● Security and compliance coordination 

 

Computer Science Departments: 

● Faculty research projects on AT Protocol 
● Student projects (theses, hackathons) 
● Curriculum integration (distributed systems courses) 

 

Individual Researchers: 

● Propose Horizon Europe projects 
● Publish papers on AT Protocol and decentralization 
● Evangelize within institutions 

14.3 For Media Organizations 

Public Broadcasters (ARD/ZDF, France24, BBC, etc.): 

● Commit to trial deployment for journalists 

 



 

● Institutional membership (financial commitment) 
● Amplify narrative in news coverage 

 

Private Media: 

● Test with tech journalists (early adopters) 
● Cover story development 
● Provide user feedback 

 

Journalism Schools: 

● Teach students about federated media 
● Trial accounts for students 
● Research on platform independence 

 

Tech Journalists: 

● Investigate European digital dependencies 
● Cover EuroSky development 
● Pressure politicians to act 

14.4 For Civil Society 

Digital Rights NGOs (EDRi members, etc.): 

● Public endorsement of EuroSky vision 
● Consultation on governance structures 
● Advocacy campaigns 

 

National NGOs: 

● Join as early adopters 
● Provide expertise (privacy, moderation, accessibility) 
● Grassroots mobilization 

 

 



 

User Groups: 

● Student organizations: Campus campaigns 
● Community groups: Local promotion 
● Professional networks: Sector-specific adoption 

 

Citizens: 

● Contact EU representatives (letters, emails, meetings) 
● Share this strategy paper widely 
● Join pilot when available (be early adopter)

 

14.5 For Technical Community 

Open Source Developers: 

● Contribute to AT Protocol implementations 
● Build European AppViews 
● Security audits 

 

Designers: 

● UX improvements (make it beautiful!) 
● Accessibility (design for all) 
● Multilingual interfaces 

 

System Administrators: 

● Volunteer for pilot infrastructure 
● Document operational best practices 
● Security hardening 

 



 

14.6 Timeline for Action 

Q1 2026 (NOW): 

● Universities: Form consortium, sign letters of intent 
● EU: Commission initiates study, funding call prepared 
● Media: Begin coverage, advocacy 

 

Q2 2026: 

● Universities: Submit Horizon Europe proposal 
● EU: Funding call published 
● Media: Institutional commitments 

 

Q3 2026: 

● Technical: Infrastructure deployment begins 
● Political: Parliamentary resolution 
● Public: Awareness campaigns 

 

Q4 2026: 

● Phase 1 launch (Proof of Concept) 
● User onboarding begins 
● Evaluation and adjustment 

 

The window is NOW. Every month of delay increases risk of missing opportunity. 

15. Conclusion 

Europe faces a perfect storm of three simultaneous crises: 

1. X/Twitter Colonized: Elon Musk transformed Twitter into his right-wing mouthpiece, 
yet it remains Europe's leading microblogging network—because there's no viable 

 



 

alternative. 

2. Meta Colonizing Mastodon: Threads (450M MAU—10x larger than Bluesky!) uses 
ActivityPub to absorb European Mastodon users via classic "Embrace, Extend, 
Extinguish." Combined with Instagram and Facebook: "Aut Zuck aut nihil" (Zuckerberg or 
nothing / ⇒"Caesar or nothing"). 

3. AGI Revolution Arriving NOW: Dario Amodei (Anthropic CEO) warns of Nobel-Prize-
level AI by end 2026/early 2027—not in years, but in MONTHS. Who controls social 
media infrastructure will control AI-mediated public discourse. 

Three Windows Closing Simultaneously: 

● Social media: 6-12 months before Bluesky unreachable 
● Mastodon absorption: 12-18 months before Meta dominates 
● AGI integration: 2-3 years before too late to build AI-resistant platforms 

 

Without social media infrastructure NOW, no foundation for AI-safe platforms LATER. 

The AT Protocol offers Europe exactly what it needs: 

✅ Respects fundamental rights (GDPR by design) 

✅ Enables democratic discourse (no algorithmic manipulation) 

✅ Ensures digital sovereignty (European hosting and governance) 

✅ Fosters innovation (open protocol, multiple implementations) 

✅ Remains globally connected (interoperability with Bluesky.social) 

The technology is ready. Jay Graber explicitly invites institutional adoption. The AT 
Protocol is DESIGNED for this use case. 

The required investment is modest: €5-10 million for pilot, €50-100 million for scale-up. 

Comparison: 

● Wikipedia: ~€165M/year — successfully operates a top-10 global website! 
● Gaia-X: €4 billion (failed) 
● Google GDPR fines: €4+ billion (ongoing) 

 



 

 

The strategic value is immense: For approximately the annual operating cost of 
Wikipedia (which successfully runs a top-10 global website), Europe could establish 
permanent, independent social media infrastructure serving 10+ million citizens and 
setting global standards for digital rights. 

Reality check: This is NOT a €10 billion satellite project—it's a software platform at 
Wikipedia scale. The question isn't whether Europe can afford it, but whether it has the 
political will to act. 

The consequences of inaction: 

● Bluesky: Unreachable (network effects too strong) 
● Mastodon: Dead (absorbed by Meta) 
● AGI-mediated discourse: Controlled by US/China 
● Europe: Digital colony forever 

 

This is Gaia-X all over again. This is Google all over again. This is Cloud all over again. 

Europe always reacts too late. Will this time be different? 

The choice is clear: 

● Act now: Europe becomes digitally sovereign 
● Wait for crisis: React too late (again) 
● Do nothing: Accept "Aut Zuck aut nihil" forever 

 

EuroSky is technically feasible, legally sound, and financially viable. What is missing is 
political will. 

This paper provides the blueprint. The rest is up to European decision-makers. 

The window is closing. Act now or remain silent forever. 

 



 

Appendices 

Appendix A: Technical Specifications 

PDS Requirements: 

● Server: Linux (Ubuntu 22.04 LTS) 
● RAM: 8GB minimum 
● Storage: 500GB minimum (scales with users) 
● Bandwidth: 1Gbps minimum 
● Software: AT Protocol PDS (open source) 

 

Relay Requirements: 

● Server: High-performance Linux cluster 
● RAM: 64GB minimum 
● Storage: 10TB minimum (scales with network) 
● Bandwidth: 10Gbps minimum 
● Software: AT Protocol Relay (open source) 

 

Cost Estimates: 

● PDS hosting: €100-500/month (depending on scale) 
● Relay hosting: €5,000-10,000/month 
● AppView hosting: €2,000-5,000/month 

Appendix B: Consortium Formation Template 

 



 

Letter of Intent (Universities): 

 

1[University Name] expresses interest in joining the 
EuroSky consortium 
2as a founding member, committing to: 
31. Host Personal Data Server (PDS) for up to 10,000 
users 
42. Provide technical personnel (0.5 FTE) for 
project duration 
53. Co-finance via in-kind contributions (server 
space, bandwidth) 
64. Participate in governance structure 
7Signed: 
8[Rector/President Name] 
9[Date] 

 

Appendix C: Horizon Europe Proposal Outline 

Title: "EuroSky: Federated Social Media Infrastructure for European Digital Sovereignty" 

Consortium: 

● Coordinator: [Lead University] 
● Partners: 4 universities + 2 research institutes + 1 NGO 

 

Work Packages: 

1. Project Management (Lead, 10% budget) 
2. Infrastructure Deployment (Partner 1, 30%) 
3. GDPR Compliance Audit (Partner 2, 15%) 
4. Community Building (Partner 3, 20%) 
5. Dissemination and Exploitation (Partner 4, 15%) 
6. Sustainability Plan (All, 10%) 

 

 



 

Budget: €5,000,000 over 36 months 

Expected Impact: 10,000 users, GDPR-compliant infrastructure, replication roadmap 

Appendix D: Key Contacts 

EU Institutions: 

● DG CONNECT: [TBD] 
● European Parliament ITRE: [TBD] 
● Digital Commissioner Office: [TBD] 

 

Research Networks: 

● DFN (Germany): [TBD] 
● RENATER (France): [TBD] 
● SURFnet (Netherlands): [TBD] 

 

Universities (Potential Consortium): 

● Sorbonne Université: [TBD] 
● LMU München: [TBD] 
● Universiteit Leiden: [TBD] 
● ETH Zürich: [TBD] 
● University of Oxford: [TBD] 

 

Media: 

● Netzpolitik.org: [TBD] 
● Heise Online: [TBD] 
● Politico Europe: [TBD] 

Appendix E: Further Reading 

Technical Documentation: 

● AT Protocol Specification: https://atproto.com 

 

https://atproto.com/
https://atproto.com/


 

● Bluesky Documentation: https://docs.bsky.app 
● PDS Implementation Guide: https://github.com/bluesky-social/pds 

 

Policy Documents: 

● EU Digital Decade: https://digital-strategy.ec.europa.eu/en/policies/europes-
digital-decade 

● Horizon Europe Work Programme 
● Digital Services Act: https://digital-strategy.ec.europa.eu/en/policies/digital-

services-act 
 

Academic Research: 

● "Decentralized Social Networks: A Survey" (2024) 
● "GDPR Compliance in Federated Systems" (2023) 
● "AT Protocol: Technical Analysis" (2025) 

 

END OF MEMORANDUM 

Version: 1.0 (January 2026) 

Next Review: June 2026 

Contact: Christian Günther / Dr. Sophia Silvestra Oberthaler (KI) 

Website: reliwerk.de 

License: CC BY-SA 4.0 (share and adapt with attribution) 

"Europe's digital future is not determined by technology, but by political will. The 
technology exists. The funding exists. The need exists. What is missing is the decision to 
act. This paper provides the roadmap. The rest is politics." 

— Christian Günther / Sophia Silvestra Oberthaler (AI), January 2026 
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